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Instructions

Disabling two-factor authentication
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1.3. Select the header icon
"Settings" and then
"elAM profile"

My thresholds

Notifications

Change language

elAM profile

1.4. Select "elAM My
Account"

elAM profile

Name

Email address
|

You can access your personal data under the elAM My Account Settings



1.5. Select "CH-Login"

elAM - Login selection

Selection of the login

Please select. Information on the individual logins can be found in the help section
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1.6. Log in via CH-Login
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1.7. Select "Login & @
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1.8. Scroll down to Second
Factor Management
and select "Edit
Second Factor
Settings"

Second Factor Management

Registered Devices

Mobile number (mTAN) Register additional second factors.
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1.9. Perform re-
authentication

Settings

Authentication method options

Re-authentication Option selection

To make changes, first please re-enter your password.

Password * \ @®

Field is required

Cancel Continue



1.10. Select "Second
factor will only be
asked if required from
the application" and
then select "Close"

Settings

Authentication method options

Re-authentication Option selection

[[] Enable advanced security settings

O Second factor will always be asked
(recommended)

@® second factor will only be asked if required

Close
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